H.R. 2458, E-Government Act of 2002

 General Findings:

· Use of internet is transforming interaction between citizens, business & government.

· Government has had uneven success in applying technology to improving services.

· Usually internet based services are presented by organization, not by topic or function.

· It’s been hard to achieve inter-agency cooperation in part because of funding mechanisms to support such cooperation.

· To take advantage of e-gov opportunities we need leadership, better organization, improved inter-agency cooperation, and better oversight.

General Purposes:

· To provide effective leadership of e-gov efforts by establishing an Administrator of new Office of Electronic Government in OMB.

· Promote internet usage to increase Government/Citizen interaction.

· Promote interagency collaboration in providing e-gov services.

· Promote access to high quality government info and services across multiple channels.

· Make Federal Gov more transparent and accountable.

Title I - OMB and Electronic Government Services

· Establishes OMB’s Office of Electronic Government, headed by an Administrator (appointed by President).  (p. 10) The Administrator oversees:

· Capital planning & investment control for IT

· Development of Enterprise Architectures (security, privacy, access to gov info, accessibility issues, etc).

· Recommends changes (to OMB Dir) for government-wide e-gov strategies.

· Provides overall exec branch e-gov leadership.

· Promotes multi-agency collaboration

· Oversees the distribution of funds from the e-government fund

· Coordinates with GSA Administrator to promote e-gov

· Leads the CIO Council

· Works with OMB Director to set IT standards for the Federal Government.

· Oversee the work of GSA and other agencies in developing the Federal Internet Portal.

· Establishes the CIO Council (p. 17)

· Lays out the CIO Council membership & mission.

· Establishes the E-Government Fund, administered by GSA to support projects approved by the OMB Director.  (p. 20) Such projects include:

· Make federal info & services more readily available to the public

· Make it easier for the public to apply for benefits, receive services, find business opps, submit info, conduct transactions with government.

· Make it easier for Fed government to share info and conduct transactions with state & local government.

· Outlines the criteria for projects to be recommended for funding. (p. 23)

· States that the e-gov Fund may be used to fund the Federal Internet Portal.

· No $ may be transferred from the e-gov Fund until GSA Administrator submits notification to Senate & House Committees.  (specific committees noted on p. 25)

· Authorized e-gov Fund appropriations

· FY 2003 - $45 million

· FY 2004 - $50 million

· FY 2005 - $100 million

· FY 2006 - $150 million

· Establishes a program to encourage innovative solutions to enhance e-Government

· Solicit ideas from the private sector.  After evaluation by gov team, some may be recommended for funding.

Title II – Federal Mgmt and Promotion of E-Gov Services (p. 31)

· All Agencies must comply with the act and support GSA in developing, maintaining and promoting the Federal Internet Portal.  

· Agencies must develop performance measures to show how e-gov efforts support mission.

· Electronic Signatures – GSA will establish framework to allow interoperability among agencies when using e-signatures.  Authorization of appropriations to GSA: $8 million in FY 2003 and “such sums as are necessary” for each fiscal year thereafter.

· Federal Internet Portal – (pp. 37-38)

· Integrated internet based system providing the public with access to gov info and services.

· Info & services directed to key groups (citizen, business, gov) and presented according to function and/or topic.

· Effort to ensure that e-Gov services are available from a single point.

· Federal internet based info & services consolidated with state & local internet based info and services.

· Privacy protection, consistent with law.

· Authorization of appropriations to GSA:  $15 million for 2003 for maintenance, improvement and promotion of Federal Internet Portal.  “Such sums as are necessary” for FY 2004-2007.

· Outlines content requirements for individual federal court websites (p. 38)

· All info that an Agency must publish in the Fed Register must be available on their website as well.  Electronic Docketing is required. (p.44)

· Establishes a committee (the Interagency Committee on Government Information) to improve methods by which Gov info is organized, preserved and made accessible to the public.  Including a taxonomy of subjects linked to websites that organized gov info according to subject matter.  Committee will be chaired by OMB, with representatives from NARA, CIOs, and others. This committee will recommend standards to OMB.  (p. 47)

· OMB will issue standards for agency websites (w/in 2 years) including speed & relevance of search results, content and security.  (p. 53)

· Establishes a Public Domain Directory of Public Federal Gov Websites developed by Federal Agencies.  The Public Domain Directory will link to the Federal Internet Portal. (p. 54-55)

· Establishes access to Federally Funded R & D (government-wide website).  Authorization of appropriations for R&D Portal: $2 million in FY ’03, ’04 and ’05, and “such sums as are necessary” in ’06 and ’07.  (p. 55)

· Outlines e-Government Privacy Provisions (p. 60)

· OMB will develop guidance for Privacy notices on agency websites.

· We should check the FG policy to be sure it has everything listed – (p. 65)

· OPM will work on Federal IT Workforce Development (including a program to detail federal employees to private sector employers and vice versa. Wow.) (p.66)

· Details of the IT Exchange Program can be found on page 71

· Agencies Authorized to enter into “share in savings” contracts for IT (p. 90), and OMB will develop techniques to permit agencies – and contractors -- to retain a portion of the savings derived from share-in-savings contracts. (p. 101)

· State & Local governments will be allowed to use GSA’s Federal Supply Schedules for IT hardware, software, services, etc. (p. 108)

· Integrated Reporting Study and Pilot Projects – to enhance interoperability of federal information systems, to assist the public in electronically submitting info, by reducing the burden of duplicate collection and to enable a person to integrate and obtain info held by one or more agencies without violating the privacy of an individual.  (p. 110)

· Community Technology Centers (address digital divide) – enhance the effectiveness of public libraries and other orgs that provide computer and internet access to the public.  To promote awareness of online gov info and services. (p. 115)  There will be study, best practices, and an online tutorial that explains how to access e-gov services and provides a guide to available online resources.  This will be headed by the Administrator for the Office of Electronic Government and appropriations are authorized at $2 million in ’03 and ’04 and “such sums as are necessary” in ’05-’07.

· Enhancing Crisis Management through Advanced IT.  To improve use of IT in coordinating and facilitating info on disaster preparedness, response and recovery – ensuring availability of info via multiple channels.  (p. 119)

· Disparities in Access to the Internet (p. 122) GSA Administrator will submit a report (in 2 years) to include how disparities in internet access influence the effectiveness of online gov services, how the increase in online gov services is influencing the disparities in internet access and the related societal effects arising from the interplay of disparities in internet access and the increase of online gov services.  Appropriations are authorized for $950K for FY’03 for this.

· Common Protocols for Geographic Info Systems (p. 124) Funds are authorized to be appropriated “such sums as are necessary” for FY ’03-’07.

Title III – Information Security

To provide a framework for ensuring IT security controls over Federal IT resources, provide effective government-wide management and oversight of risks, provide for development and maintenance of minimum controls to protect federal IT systems, improve oversight of agency info security programs and recognize that security solutions should be left to individual agencies from commercially developed products. (p. 126)

